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Strengthening cybersecurity for non-profits protects not only their missions but the
communities they serve. By engaging governments, the private sector, and
international organizations, we are building an ecosystem of trust, resilience, and
equity—nation by nation, organization by organization. 

The Accra Call has been a powerful catalyst, reinforcing our resolve to build a secure
and inclusive digital future. It inspired us to expand support for civil society,
accelerate skills development, and deepen cross-sector collaboration. For instance,
recognizing the scale of the challenge, we launched Beyond125.org to reach 10,000
NGOs with essential cyber and AI skills. In collaboration with Common Good Cyber
and the GFCE, we are activating a global coalition to protect those who protect
others. 

ACCRA CALL ACTION STORIES

How has the
Accra Call
inspired you
to take
action? 

Why does the
Accra Call
matter to your
organization
and your
community? 

Civil society plays a critical role in protecting the most vulnerable and is a
cornerstone of the global international development ecosystem—yet it remains
disproportionately targeted by cyber threats. 

The CyberPeace Institute endorsed the Accra Call to help close this protection gap
through collaboration, transparency, and action. Our pledge reflects a deep
commitment to responsible cybersecurity—ensuring that civil society organizations
advancing peace, rights, and humanitarian action can operate securely online. 

The Accra Call is a vital step toward building a more inclusive, resilient, and
trusted digital ecosystem, and reinforces our shared responsibility to protect those
on the frontlines of justice. 

Concrete
achievements

By measuring the real-world harm of cyberattacks through the CyberPeace
Tracer, which monitors targeted attacks on civil society, we transform threat
intelligence into actionable protection strategies and capacity-building priorities
rooted in lived impact. 

Through the CyberPeace Builders, we are empowering 400+ NGOs with
cybersecurity skills and threat intelligence, supported by 50+ corporate partners
and 1,300+ volunteers. 

The CyberPeace Academy and AI Skills Initiative equip non-profits to both
defend themselves and harness AI responsibly. 

We have developed knowledge products available to the whole community,
including the Cybersecurity Assessment Tool to guide nonprofits to identify and
close security gaps and Harms Methodology for measuring and communicating
the real-world impact of cyberattacks on nonprofits. 

CYBERPEACE INSTITUTE 

PLEDGE: ACTION 6, 7, 11 AND 13

https://www.accra-call.org/
https://www.beyond125.org/
https://www.beyond125.org/
https://www.commongoodcyber.org/
https://www.commongoodcyber.org/
https://thegfce.org/
https://cyberpeacetracer.ngo/
https://cyberpeacetracer.ngo/
https://cpb.ngo/
https://cpb.ngo/training
https://cyberpeaceinstitute.org/news/ai-skills-for-everyone/
https://cpb.ngo/essential-cyberassessment
https://cyberpeaceinstitute.org/harm-methodology/
https://cyberpeaceinstitute.org/news/global-conference-on-cyber-capacity-building-a-nexus-of-innovation-and-collaboration-for-cyber-resilience-in-development/
https://cyberpeaceinstitute.org/news/global-conference-on-cyber-capacity-building-a-nexus-of-innovation-and-collaboration-for-cyber-resilience-in-development/
https://gc3b.org/accra-call-pledges/

