
29 November Wednesday

15:00-16:00

2.8
 

Staying ahead of the curve: 
Cybercrime in the era of  
new tech 
Adlon 1

4.17
 

It takes a village!  
The community behind 
successful technical capacity 
Adlon 2

4.18
 

Not all about the money: 
How low-income countries 
can strengthen their cyber 
resilience 
Adlon 3

2.6

Strengthening the resilience 
of critical information 
infrastructure
Chez George (ends 16:15)

R

Regional session: The 
Americas and Carribean
Stafford

S
 

High-Level Meeting* 
Palm

*Please note that this session is by invitation only.

09:00-10:45 Opening ceremony  Adlon Ballroom

11:15-12:30 Investing in cyber resilience to enable  
sustainable development  Adlon Ballroom

13:45-14:45

3.10

Connection in progress: 
Cyber resilience, 
development, and 
international security 
Adlon 1

2.5

Closing the cybersecurity 
skills gap in developing 
countries: Developing an 
action agenda
Adlon 2

1.3

Driving impact: Making the 
case for better evaluation 
of cyber capacity building
Adlon 3

4.24

Blueprints for tomorrow: 
Multi-stakeholder models 
for cyber resilience
Chez George

R
 

Regional session: Africa 
Stafford

1.1

The program may be subject to change, please check the GC3B-app or GC3B.org for the final program.  Please visit the GC3B-app or GC3B.org for more information about the pillars and sessions.

17:45–18:45 

2.9
 

Stronger together: Cross-
regional approaches to 
cooperation in cyber 
capacity building 
Adlon 1 (ends 19:00)

4.15
  

Volunteerism and other 
innovative approaches to 
building skills in cyber-poor 
environments
Adlon 2

4.16

Sharing is caring: strategic 
role of information sharing in 
the African CERT community
Adlon 3

4.29
 

What it takes! Scaling 
cybersecurity tools and 
solutions
Chez George (ends 19:00)

R

Regional session: Pacific
Stafford

S

Cybercrime stakeholder 
engagement initiative*
Palm

16:30-17:30

1.2
 

Genie in a bottle? Market 
mechanisms for cyber 
resilient development 
Adlon 1

4.27
 

Hacking the gender gap: 
Unconventional strategies 
for women’s inclusion in 
cybersecurity
Adlon 2

4.22

Hope for the best, prepare 
for the worst: Developing 
national cyber crisis 
management plan 
Adlon 3

4.23

Think global, build local: 
The role of regional cyber 
capacity centers
Chez George

R

Regional session:  
South-East Asia
Stafford

S

Global mandates, local 
actions: How cybersecurity 
capacity building can help 
implement international 
commitments*
Palm

20:00 GC3B Dinner Kwame Nkrumah Memorial Park

Pillar 1: Making international 
development cyber resilient

Pillar 2: Collaborating to 
secure the digital ecosystem

Pillar 3: Cyber capacity building 
for stability and security

Pillar 4: Operationalizing 
solutions

Regional sessions

Special sessions

1

2

3

4

R

S

Key to sessions



30 November Thursday

12:15-13:15

3.11

Back to the future:  
Lessons for cyber  
capacity building 
Adlon 1

4.19
 

How to make Africa’s digital 
financial services more cyber 
resilient? 
Adlon 2

3.13
 

Leveling the playing field: How 
international law expertise can 
strengthen cyber resilience 
Adlon 3 (ends 13:30)

2.7

Sharing the success: 
Lessons for developing 
effective cyber capacity 
partnerships
Chez George (end 13:30)

S
 

Improving cyber capacity 
building evaluation practice 
- knowledge sharing and 
community building* 
Stafford (ends 13:45)

09:00-10:00 Plenary session  Adlon Ballroom

11:00-12:00

1.4

Leave no country behind? 
Addressing assymetries and 
politics in cyber capacity 
building
Adlon 1

3.12

Applying a principles-based 
approach to cyber capacity 
building
Adlon 2

4.20

Cyber resilience in the 
energy sector: Distribution, 
transmission and 
digitalization
Adlon 3

4.25

Unlocking national 
cybersecurity capacity: 
A systems approach to 
building a comprehensive 
cybersecurity education 
ecosystem
Chez George

R
 

Regional session: 
Western Balkans 
Stafford

S
 

Counter ransomware 
initiative* 
Palm

*Please note that this session is by invitation only.
The program may be subject to change, please check the GC3B-app or GC3B.org for the final program.  

14:30-15:30

4.21
  

Driving change from within: 
Bottom-up approaches in 
criminal justice capacity 
building
Adlon 1

4.28

Stars, clouds and deep 
seas: Ensuring secure and 
resilient communications 
infrastructure
Adlon 2

4.14

Integrating cybersecurity 
in development assistance 
programs
Adlon 3

4.26
 

Thinking out of the box to 
inspire a new generation of 
cybersecurity talent
Chez George

S
 

Mainstreaming 
cybersecurity into digital 
development: Inputs 
for multi-stakeholder 
compendium
Stafford

S
 

Using encryption to secure 
government data and 
digital services
Palm

13:15-14:15

S
 

A future for all: How enhancing legislative and regulatory preparedness can ensure an 
even adoption of new technologies (AI, quantum computing et al.) around the world
Palm

Please visit the GC3B-app or GC3B.org for more information about the pillars and sessions.

Pillar 1: Making international 
development cyber resilient

Pillar 2: Collaborating to 
secure the digital ecosystem

Pillar 3: Cyber capacity building 
for stability and security

Pillar 4: Operationalizing 
solutions

Regional sessions

Special sessions

1

2

3

4

R

S

Key to sessions

16:00-16:30 Closing  Adlon Ballroom


